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Job Application Privacy Notice

Data Controller: Upton-by-Chester High School
Data Protection Officer (DPO): Cheshire West and Chester Council 
Contact SchoolDPO@cheshirewestandchestercouncil.gov.uk

Introduction
As part of any recruitment process, Upton-by-Chester High School (the School) collects, processes and stores personal data relating to job applicants. The School is committed to being transparent about how it collects and uses that data and to meeting its data protection obligations.

Throughout this Privacy Notice we use the term ‘processing’ to cover all activities involving your personal information, including collecting, handling, storing, sharing, accessing, using, transferring and disposing of the information.

What Information Do We Collect?
In order to manage your application, the School needs to process certain personal information about you.  

This includes:

Your name, address and contact details including e-mail address and telephone numbers;
Your date of birth and NI number;
Details of your qualifications, skills, experience and employment history;
Information about your current employment including salary, notice period and reason for leaving;
Whether or not you have a disability for which the School needs to make reasonable adjustments during the recruitment process;
Information about your right to work in the UK;
Equal opportunities monitoring information, including information about your ethnic origin, nationality, disability, gender and age;
Details of qualifications and membership of professional bodies;
Contact details for your referees;
Details of criminal convictions, cautions or bind-overs.
If we invite you for interview, we will also keep interview notes, test results and results from interview tasks and technical assessments.

We do not normally use automated decision-making processes.

Why Does the School Process Personal Data?
The School needs to process data to take steps prior to entering into a contract with you. If you are appointed, the School also needs to process your data to enter into a contract with you.

The School needs to process data to ensure that it is complying with its legal obligations, including checking eligibility to work in the UK and meeting safeguarding and child protection requirements.

The School has a legitimate interest in processing personal data during the recruitment process to manage recruitment, assess suitability, and respond to legal claims.

The School processes health information to make reasonable adjustments for candidates with disabilities.

Other categories of data, such as ethnic origin, are processed for equal opportunities monitoring purposes.

Who Has Access to Data?
Your information will be shared internally for recruitment purposes, including HR staff, interviewers, recruiting managers and administrative staff.

The School may share your data with third-party psychometric test providers where appropriate.

If an offer of employment is made, data may be shared with referees and the Disclosure and Barring Service.

References are handled confidentially and may only be disclosed where legally required.

The School does not transfer personal data outside the UK. Where any transfer is required, appropriate safeguards will be in place.

Data is processed to carry out safer recruitment checks in line with Keeping Children Safe in Education.

Lawful Basis for Processing

The lawful bases we rely on for processing personal data are:
· Article 6(1)(b) – taking steps prior to entering into a contract
· Article 6(1)(c) – compliance with a legal obligation
· Article 6(1)(e) – public task (education and safeguarding duties)
· Article 6(1)(f) – legitimate interests (recruitment management)

For special category data, we rely on:
· Article 9(2)(b) – employment and social security law
· Article 9(2)(g) – substantial public interest (safeguarding)

For criminal convictions data, processing is carried out under Article 10 and Schedule 1 of the Data Protection Act 2018.

How Does the School Protect Data?
The School has policies and controls in place to ensure data is protected against loss, misuse or unauthorised access.

For How Long Does the School Keep Data?
Unsuccessful applicant data may be retained for up to six months after the recruitment process.

With consent, data may be retained for a further six months for future opportunities.
Successful applicant data will be transferred to a personnel file and retained in accordance with employee privacy notices.

Your Rights
You have the right to access your data, correct inaccuracies, request deletion, object to processing, and request restriction of processing. Where processing is based on consent, you have the right to withdraw consent at any time.

To exercise these rights, contact the School’s Privacy Officer at admin@uptonhigh.co.uk

You may complain to the Information Commissioner’s Office (ICO) if you believe your rights have been breached.

What Happens If You Do Not Provide Personal Data?
Providing personal data is voluntary, but failure to do so may prevent the School from processing your application.

Document created: January 2026

Next Review: December 2026
[image: ]


[image: ]

image2.jpg
Learning to shape the future

Headteacher: Mr L Cummins B.Ed (Hons), M.Ed, NPQH
Upton-by-Chester High School,

St. James Avenue, Chester,
Cheshire, CH2 1NN

Web: uptonhigh.co.uk Tel: 01244 259800 Email: admin@uptonhigh.co.uk





image1.jpg
THE
FLAG
PASTORAL
= — SUREOHE
Bt o

Yo,
0, SUCC wemeRmy
& a2 FAIRTRADE
teepzmegf”""' CultralDiversity @ th’ f ° ) ‘ m L .m |_-| L .

International humanities Healthy Schools %6 s Eco-Schools

School Award





